
Jari Partanen 

Director, Head of Quality and Research

Kohti saumatonta ja 
tietoturvallista kommunikaatiota 
5G:ssä ja sen jälkeen tulevissa 
generaatioissa



Connectivity to be trusted.

© Bittium 2023 | Public

Key Figures

About Bittium
Bittium is a high-tech 
company specializing 
in Tactical & Secure 
Communications, 
Engineering Services, 
and Medical 
Technologies.

Listed in Nasdaq 
Helsinki

BITTI
625

employees

Approximately

1985
Founded in 

R&D investments

27%
of net sales

Operating profit

0.3M€
in 2022

Headquarters in

Finland

Oulu

Offices in 
Finland, 

Germany, USA

Net sales

in 2022

82.5M€

2

50*

NPS score 

in 2022 



Connectivity to be trusted.

© Bittium 2023 | Public3

Defense & 

Security

Medical

Business Segments Engineering 

Services

▪ R&D services for 
demanding 
connected solutions

▪ Military radio and communication solutions
▪ Secure mobile communication solutions
▪ Secure connectivity and mobile working

▪ Medical devices for measuring and 
monitoring biosignals

▪ Platforms and analysis tools



Seamless and Secure 
Connectivity Ecosystem

BITTIUM VETURI PROGRAM 



Seamless and cyber secure connectivity and communications is 
enabled by 2030s in end-to-end vertical domains by creating 

trustworthy, secure and resilient E2E connectivity architectures 
and products until lifecycle services.

Mission 
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Focus Areas

Seamless and cyber secure connectivity and communications is enabled by 2030s in end-to-end vertical domains 
by creating trustworthy, secure and resilient E2E connectivity architectures and products until lifecycle services.

Secure Encryption Technologies
Highly Secure Communications in 

the Future Networks
Secure End-to-End Verticals

Scaled Sensor Fusion Applications
Significant Development

Models Improvement
Transitions from Devices 

to E2E Services 
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Program Targets

1. To develop applicable 5G and beyond end-to-end
digital infrastructures, systems and processes to 
achieve interoperable, seamless and secure
connectivity and as a result cyber resilience for 
information security attacks

2. To advance creation of medical end-to-end 
diagnostics (life-cycle) solutions with the help of 
software intensive and machine learning/artificial 
intelligence technologies and significant 
improvement of development models.
• Application into other mission critical areas (life-cycle solutions)



Planning and kick-off
Secure Encryption Technologies

(Strong authentication and crypto technologies, Zero Trust, End-to-End)
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Planning and kick-off
Highly Secure Communications in the Future Networks

(Seamless and secure connectivity over various networks, development of cyber resilience)

Planning and kick-off
End-to-End Secure Verticals

(End-to-End (Device-Edge-Cloud) information secure architectures, 
simulated and verified security) 

Planning and kick-off
Scaled Sensor Fusion

(Utilisation of sensor fusion potentials and expanding sensoring opportunities)

Planning and kick-off
Significant Development Models Improvement

(RegOps, Devices-Edge-Cloud, adaptability to changing requirements)

Planning and kick-off
Transitions from devices to End-to-End solutions & services

(E.g. medical remote diagnostics, mission critical life-cycle services, applications into other areas) 

Vision 2030
Seamless

and Secure 
Connectivity



Bittium Veturi Program

Examples of the Needs for Seamless and Secure Connectivity in 5G and Beyond

Source: IoT analytics, May 2023
https://iot-analytics.com/wp/wp-content/uploads/2023/05/Global-IoT-market-forecast-in-billions-of-connected-IoT-devices.png

Source: Bittium

Source: Bittium

Examples for Research Themes in the E2E Context

▪ Roadmaps and technologies for future end-to-end secure encryption 
technology utilization  

▪ Quantum safe technologies (e.g. PQC)
▪ Security approaches like Zero Trust
▪ Scaled sensor fusion and related technologies
▪ RegOps development methods
▪ Intensive use of ML/AI or modern LLM methods in a regulated environments, 

while maintaining security and safety aspects



Join the Ecosystem 
Development initiatives for co-innovation 
and research collaboration

veturi.ecosystem@bittium.com
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